








 

Настоящее положение о комиссии по отнесению ФГБОУ ВО «СамГТУ» к субъек-

там критической информационной инфраструктуры и категорированию объектов крити-

ческой информационной инфраструктуры ФГБОУ ВО «СамГТУ» является собственно-

стью ФГБОУ ВО «СамГТУ». Настоящее положение не может быть полностью или ча-

стично воспроизведено, тиражировано и распространено в качестве официального из-

дания без разрешения ФГБОУ ВО «СамГТУ». 

1. Основные понятия  

1.1. Субъекты критической информационной инфраструктуры – государствен-

ные органы, государственные учреждения, российские юридические лица, которым на 

праве собственности, аренды или на ином законном основании принадлежат инфор-

мационные системы, информационно-телекоммуникационные сети, автоматизирован-

ные системы управления, функционирующие в сфере здравоохранения, науки, транс-

порта, связи, энергетики, государственной регистрации прав на недвижимое имуще-

ство и сделок с ним, банковской сфере и иных сферах финансового рынка, топливно-

энергетического комплекса, в области атомной энергии, оборонной, ракетно-

космической, горнодобывающей, металлургической и химической промышленности, 

российские юридические лица, которые обеспечивают взаимодействие указанных си-

стем или сетей. 

1.2. объекты критической информационной инфраструктуры - информацион-

ные системы, информационно-телекоммуникационные сети, автоматизированные си-

стемы управления субъектов критической информационной инфраструктуры. 

1.3. значимый объект критической информационной инфраструктуры - объект 

критической информационной инфраструктуры, которому присвоена одна из категорий 

значимости и который включен в реестр значимых объектов критической информаци-

онной инфраструктуры. 

1.4. безопасность критической информационной инфраструктуры - состояние 

защищенности критической информационной инфраструктуры, обеспечивающее ее 

устойчивое функционирование при проведении в отношении ее компьютерных атак. 

1.5. компьютерная атака - целенаправленное воздействие программных и 

(или) программно-аппаратных средств на объекты критической информационной ин-

фраструктуры, сети электросвязи, используемые для организации взаимодействия та-

ких объектов, в целях нарушения и (или) прекращения их функционирования и (или) 

создания угрозы безопасности обрабатываемой такими объектами информации. 

1.6. компьютерный инцидент - факт нарушения и (или) прекращения функцио-

нирования объекта критической информационной инфраструктуры, сети электросвязи, 

используемой для организации взаимодействия таких объектов, и (или) нарушения 

безопасности обрабатываемой таким объектом информации, в том числе произошед-

ший в результате компьютерной атаки 

1.7. автоматизированная система управления - комплекс программных и про-

граммно-аппаратных средств, предназначенных для контроля за технологическим и 

(или) производственным оборудованием (исполнительными устройствами) и произво-

димыми ими процессами, а также для управления такими оборудованием и процесса-

ми 



1.8. Информационная система – совокупность содержащейся в базах данных 

информации и обеспечивающих ее обработку информационных технологий и техниче-

ских средств. 

1.9. Информационно-телекоммуникационная сеть – технологическая система, 

предназначенная для передачи по линиям связи информации, доступ к которой осу-

ществляется с использованием средств вычислительной техники. 

 

2. Общие положения 

2.1.  Положение о комиссии. по отнесению ФГБОУ ВО «СамГТУ» к субъектам 

критической информационной инфраструктуры и категорированию объектов критиче-

ской информационной инфраструктуры ФГБОУ ВО «СамГТУ» определяет задачи, 

функции, права Комиссии, а также порядок ее деятельности. 

2.2. Комиссия создается для организации работы по решению отнесения 

СамГТУ к субъектам критической информационной инфраструктуры (далее - КИИ). В 

случае выявления объектов КИИ, комиссия: 

- осуществляет работу по проведению категорирования объектов КИИ;  

- принимает все необходимые меры для обеспечения безопасности объектов 

КИИ; 

- проводит заседания по внесению изменений в сведения о категорировании 

объектов КИИ в случае их изменений, модернизации. 

2.3. Комиссия является постоянно действующим консультативно-

совещательным органом. 

2.4. Комиссия в своей деятельности руководствуется федеральными закона-

ми, актами Президента Российской Федерации, Правительства Российской Федерации 

в области КИИ, в том числе: 

- Федеральным законом от 26.07.2017 г. № 187-ФЗ «о безопасности критической 

информационной инфраструктуры Российской Федерации»; 

- Постановлением Правительства №127 «об утверждении правил категорирова-

ния объектов критической информационной инфраструктуры Российской Федерации, а 

также перечня показателей критериев значимости объектов критической информаци-

онной инфраструктуры Российской Федерации и их значений»; 

- Приказом Федеральной службы по техническому и экспортному контролю Рос-

сийской Федерации от 22.12.2017 г. №236 «об утверждении формы направления све-

дений о результатах присвоения объекту критической информационной инфраструкту-

ры одной из категорий значимости либо об отсутствии необходимости присвоения ему 

одной из таких категорий»; 

- настоящим Положением. 

 

3. Состав комиссии 

3.1.  В состав комиссии включаются: 

- руководитель субъекта критической информационной инфраструктуры или 

уполномоченное им лицо; 

- работники субъекта критической информационной инфраструктуры, являющие-

ся специалистами в области выполняемых функций или осуществляемых видов дея-



тельности, и в области информационных технологий и связи, а также специалисты по 

эксплуатации основного технологического оборудования, технологической (промыш-

ленной) безопасности, контролю за опасными веществами и материалами, учету опас-

ных веществ и материалов; 

- работники субъекта критической информационной инфраструктуры, на которых 

возложены функции обеспечения безопасности (информационной безопасности) объ-

ектов критической информационной инфраструктуры; 

- работники подразделения по защите государственной тайны субъекта критиче-

ской информационной инфраструктуры (в случае, если объект критической информа-

ционной инфраструктуры обрабатывает информацию, составляющую государственную 

тайну); 

- работники структурного подразделения по гражданской обороне и защите от 

чрезвычайных ситуаций или работники, уполномоченные на решение задач в области 

гражданской обороны и защиты от чрезвычайных ситуаций; 

- по решению руководителя субъекта критической информационной инфраструк-

туры и в соответствии с отраслевыми особенностями категорирования в состав комис-

сии могут быть включены иные лица. 

3.2. Состав комиссии, а также его изменения утверждаются приказом Ректора 

СамГТУ. 

3.3. В состав Комиссии входят председатель, секретарь и члены Комиссии. 

3.4. Председатель Комиссии: 

- несет ответственность за соблюдение установленных сроков проведения кате-

горирования; 

- организует работу Комиссии; 

- назначает дату, время и место проведения заседаний Комиссии; 

- утверждает повестку заседания Комиссии; 

- руководит заседанием Комиссии; 

- распределяет обязанности между членами Комиссии; 

- пользуется правами члена Комиссии при голосовании. 

Председатель Комиссии имеет право: 

- привлекать для решения частных задач работников СамГТУ, экспертов сторон-

них организаций, представителей вышестоящих организаций; 

- отдавать распоряжения в пределах установленных полномочий, обязательные 

для исполнения всеми работниками СамГТУ. 

3.5. Секретарь Комиссии: 

- координирует деятельность членов Комиссии; 

- готовит проекты повесток заседаний Комиссии и представляет на утверждение 

председателю Комиссии; 

- согласно распоряжению председателя Комиссии, информирует членов Комис-

сии о дате, времени, месте и повестке заседаний Комиссии; 

- совместно с членами Комиссии готовит информацию, документы, иные матери-

алы к заседаниям Комиссии; 

- ведет протокол заседания Комиссии; 

- готовит итоговые документы по заседанию Комиссии и передает их на подпись 

председателю Комиссии и членам Комиссии; 



- организует и ведет делопроизводство Комиссии и обеспечивает сохранность 

документов Комиссии; 

- осуществляет организационно-техническое обеспечение деятельности Комис-

сии; 

- имеет право формировать запросы о получении информации, необходимой для 

работы Комиссии. 

3.6. Члены Комиссии: 

- лично участвуют в заседании Комиссии; 

- участвуют в обсуждении вопросов, включенных в повестку заседания Комиссии; 

- знакомятся с информацией, документами и материалами по вопросам, выне-

сенным на обсуждение Комиссии на стадии их подготовки, вносят свои предложения; 

- имеют право формировать запросы на получение информации, необходимой 

для работы Комиссии; 

- в случае несогласия с принятым решением излагают свое особое мнение в 

письменном виде, которое прилагается к соответствующему протоколу Комиссии.  

3.7. Присутствие на заседании Комиссии иных лиц, кроме членов Комиссии, 

допускается с разрешения председателя Комиссии (без права голоса). 

3.8. В случае отсутствия председателя Комиссии, его полномочия осуществ-

ляет один из членов Комиссии, назначенный председателем Комиссии. 

 

4. Функции комиссии 

4.1. Определение управленческих, технологических, производственных, фи-

нансово-экономических и (или) иных процессов, в рамках выполнения функций (полно-

мочий) или осуществления видов деятельности СамГТУ; 

4.2. Выявление критических процессов СамГТУ, прекращение которых может 

привести к негативным социальным, политическим, экономическим, экологическим по-

следствиям, последствиям для обеспечения обороны страны, безопасности государ-

ства и правопорядка; 

4.3. Выявление объектов критической информационной инфраструктуры, со-

ответствующих типовым объектам, включенным в перечни типовых отраслевых объек-

тов критической информационной инфраструктуры и обрабатывающих информацию, 

необходимую для обеспечения выполнения критических процессов; 

4.4. Рассмотрение возможных действий нарушителей в отношении объектов 

критической информационной инфраструктуры, а также иные источники угроз безопас-

ности информации; 

4.5. Анализ угроз безопасности информации, которые могут привести к возник-

новению компьютерных инцидентов на объектах критической информационной инфра-

структуры; 

4.6. Оценка в соответствии с перечнем показателей критериев значимости и с 

учетом отраслевых особенностей категорирования масштаб возможных последствий в 

случае возникновения компьютерных инцидентов на объектах критической информа-

ционной инфраструктуры, определяет значения каждого из показателей критериев 

значимости или обосновывает их неприменимость; 



4.7. Присвоение каждому из объектов критической информационной инфра-

структуры одной из категорий значимости либо принятие решения об отсутствии необ-

ходимости присвоения им категорий значимости. 

5. Порядок и обеспечение деятельности Комиссии 

5.1. Заседания Комиссии проводятся по мере необходимости по решению 

председателя Комиссии; 

5.2. Заседания Комиссии проводятся в случае присутствия не менее 50% чис-

ленного состава постоянных членов Комиссии; 

5.3. При отсутствии кворума заседание Комиссии переносится на другую дату, 

определяемую Председателем Комиссии 

5.4. Все решения рассматриваемым Комиссией вопросам принимаются откры-

тым голосованием простым большинством голосов членов Комиссии. При голосовании 

каждый член Комиссии имеет один голос. При равенстве голосов решающим голосом 

является голос Председателя Комиссии 

5.5. Решение Комиссии об отнесении СамГТУ к субъектам критической ин-

формационной инфраструктуры оформляется Протоколом Комиссии, подписывается 

всеми присутствующими членами Комиссии, секретарем и утверждается Председате-

лем Комиссии; 

5.6. Комиссия согласовывает перечень объектов КИИ СамГТУ, подлежащих 

категорированию, с государственным органом или российским юридическим лицом, 

выполняющим функции по разработке, проведению или реализации государственной 

политики (или) нормативно-правовому регулированию в установленной сфере в части 

подведомственных им субъектов критической информационной инфраструктуры; 

5.7. Решение Комиссии о присвоении объектам КИИ СамГТУ одной из катего-

рий значимости, а также решение об отсутствии необходимости присвоения категорий 

значимости оформляется Актом, подписывается Председателем Комиссии, секрета-

рем, всеми присутствующими членами Комиссии и утверждается руководителем 

СамГТУ; 

5.8. Срок подписания проекта Акта Комиссии членом Комиссии не может пре-

вышать трех рабочих дней с даты его получения от Секретаря Комиссии. Подписанный 

членами Комиссии Акт направляется Секретарем Комиссии не позднее трех календар-

ных дней Председателю Комиссии на утверждение; 

5.9. Акт оформляется с учетом пункта 16 Правил категорирования объектов 

критической информационной инфраструктуры Российской Федерации, утвержденных 

постановлением Правительства Российской Федерации от 08.02.2018 № 127 и должен 

содержать сведения об объекте критической информационной инфраструктуры, све-

дения о присвоенной объекту критической информационной инфраструктуры категории 

значимости либо об отсутствии необходимости присвоения ему одной из таких катего-

рий. Допускается оформление единого акта по результатам категорирования несколь-

ких объектов КИИ, принадлежащих СамГТУ; 

5.10. В течение 10 рабочих дней со дня утверждения Акта, указанного в пункте 

5.7 настоящего Положения, сведения о результатах присвоения объекту КИИ одной из 

категорий значимости либо об отсутствии необходимости присвоения ему одной из та-

ких категорий направляются в печатном и электронном виде в федеральный орган ис-



полнительной власти, уполномоченный в области обеспечения безопасности КИИ 

(ФСТЭК России); 

5.11. В случае возвращения сведений о категорировании объектов КИИ с моти-

вированным отказом в утверждении Комиссии необходимо пересмотреть сведения и 

отправить отредактированный вариант в Федеральную службу по техническому и экс-

портному контролю в 10-дневный срок; 

5.12. Проекты заключений и актов Комиссии не позднее 5 календарных дней со 

дня проведения заседания направляются Секретарем Комиссии всем членам Комис-

сии на подписание, за исключением Председателя Комиссии; 

5.13. Протоколы Комиссии и Акты должны храниться в СамГТУ до вывода из 

эксплуатации объекта КИИ или до пересмотра ранее установленной категории значи-

мости; 

5.14. Не реже чем один раз в 5 лет, а также в случае изменения показателей 

критериев значимости объектов критической информационной инфраструктуры или их 

значений, Комиссия осуществляет пересмотр установленной категории значимости в 

соответствии с настоящим Положением. В случае изменения категории значимости 

сведения о результатах пересмотра категории значимости направляются федераль-

ный орган, уполномоченный в области обеспечения безопасности КИИ (ФСТЭК Рос-

сии); 

5.15. Организационное и материально-техническое обеспечение деятельности 

Комиссии осуществляется за счет средств СамГТУ. 

          

6. Обязанности Комиссии 

6.1. Незамедлительно информировать о компьютерных атаках и компьютер-

ных инцидентах федеральный орган исполнительной власти, уполномоченный в обла-

сти обеспечения функционирования государственной системы обнаружения, преду-

преждения и ликвидации последствий компьютерных атак на информационные ресур-

сы Российской Федерации; 

6.2. Оказывать содействие должностным лицам федерального органа испол-

нительной власти, уполномоченного в области обеспечения функционирования госу-

дарственной системы обнаружения, предупреждения и ликвидации последствий ком-

пьютерных атак на информационные ресурсы Российской Федерации, в обнаружении, 

предупреждении и ликвидации последствий компьютерных атак, установлении причин 

и условий возникновения компьютерных инцидентов;  

6.3. В случае установки на объектах критической информационной инфра-

структуры средств, предназначенных для обнаружения, предупреждения и ликвидации 

последствий компьютерных атак и реагирования на компьютерные инциденты, в том 

числе средств, предназначенных для поиска признаков компьютерных атак, обеспечи-

вать выполнение порядка, технических условий установки и эксплуатации таких 

средств, их сохранность; 

6.4. Принимать к сведению информацию, полученную от федерального органа 

исполнительной власти, уполномоченного в области обеспечения безопасности крити-

ческой информационной инфраструктуры Российской Федерации, необходимую для 

обеспечения безопасности значимых объектов критической информационной инфра-

структуры, принадлежащих им на праве собственности, аренды или ином законном ос-



новании, в том числе об угрозах безопасности обрабатываемой такими объектами ин-

формации и уязвимости программного обеспечения, оборудования и технологий, ис-

пользуемых на таких объектах; 

6.5. В порядке, установленном федеральным органом исполнительной власти, 

уполномоченным в области обеспечения функционирования государственной системы 

обнаружения, предупреждения и ликвидации последствий компьютерных атак на ин-

формационные ресурсы Российской Федерации, принимать к сведению информацию о 

средствах и способах проведения компьютерных атак, а также о методах их предупре-

ждения и обнаружения 

6.6. Разрабатывать и осуществлять мероприятия по обеспечению безопасно-

сти значимого объекта критической информационной инфраструктуры; 

6.7. Проводить заседания Комиссии для категорирования вновь выявленных 

объектов КИИ; 

6.8. В случае изменения или модернизации объекта КИИ направлять в Феде-

ральную службу по техническому и экспортному контролю актуальную информацию не 

позднее 10 рабочих дней с даты утверждения акта категорирования объекта КИИ. 

 

7. Заключительные положения 

7.1. Настоящее Положение вступает в юридическую силу с момента его утвер-

ждения приказом ректора СамГТУ. 

7.2. Дополнения и изменения в настоящее Положение принимаются и утвер-

ждаются приказом ректора СамГТУ. 

7.3. Положение после вступления в юридическую силу действует без опреде-

ленного срока до принятия нового Положения. 

 

 

 

 

 

 

 

 

 

 

 

 

 


